Course Overview

This course aims to provide you with a functional understanding of the CA Identity Suite. You will follow a fictitious company, Voonair Airlines, as they discover they have a problem that only the CA Identity Suite can solve. You will play a hands-on role in discovering the basic architectural topology, implementing an environment for Voonair so they can manage users, acquiring endpoints for account provisioning, delegating administration of user and role management, and configuring workflow processes. By attending this class, you will be able to use CA Identity Suite to manage users' identities throughout their entire lifecycle, providing them with timely, appropriate access to applications and data.

What You Will Learn

- Implement a CA Identity Manager environment to manage users, groups, and organizations through appropriate role and task assignments.
- Acquire managed endpoints, such as Active Directory, to enable account provisioning.
- Use the provisioning capabilities of CA Identity Manager by working with provisioning roles and account templates.
- Implement delegated administration to enable user self-management and provision users in a consistent, logical manner.
- Configure and implement workflow processes to enable workflow for common provisioning tasks, such as self-enrollment on-demand requests.

For Managers

CA Identity Suite will enable your team to properly manage users and entitlements, control IT systems, and conform to government regulations, which helps you to reduce costs, raise productivity, and increase user satisfaction.
**WHO SHOULD ATTEND**

- System Administrator
- Security Administrator
- Application Administrator
- IT Security Analyst
- IT Security Auditor
- IT Architect
- Technical Support Analyst
- Partner

---

### Course Agenda

<table>
<thead>
<tr>
<th>Module 1: Implement an Environment in CA Identity Manager</th>
<th>Module 2: Manage CA Identity Manager Endpoints</th>
</tr>
</thead>
<tbody>
<tr>
<td>Identify the architectural components of CA Identity Manager</td>
<td>Acquire managed endpoints</td>
</tr>
<tr>
<td>Identify the components of a CA Identity Manager environment</td>
<td>Explore and correlate an endpoint</td>
</tr>
<tr>
<td></td>
<td>Describe reverse synchronization</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Module 3: Deploy Provisioning</th>
<th>Module 4: Implement Delegated Administration and Self-Service</th>
</tr>
</thead>
<tbody>
<tr>
<td>Describe roles</td>
<td>Delegate administrative capabilities</td>
</tr>
<tr>
<td>Create provisioning roles</td>
<td>Configure user self-management</td>
</tr>
<tr>
<td>Create account templates</td>
<td>Configure password policy</td>
</tr>
<tr>
<td>Synchronize CA Identity Manager and provisioned users</td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Module 5: Configure Workflow Processes</th>
<th>Module 6: Describe Feeder Functionality and Policy Xpress Policies in CA Identity Manager</th>
</tr>
</thead>
<tbody>
<tr>
<td>Identify the key workflow concepts</td>
<td>Identify the feeder methods for importing users and objects into CA Identity Manager</td>
</tr>
<tr>
<td>Place tasks under workflow control using workflow process templates</td>
<td>Describe Policy Xpress policies</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Module 7: Describe Reporting Functionality in CA Identity Manager</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Identify the reporting features in CA Identity Manager</td>
<td></td>
</tr>
</tbody>
</table>
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Visit [www.ca.com/education](http://www.ca.com/education) to explore the many course offerings, training options, and education solutions available to meet your skill development needs, budget, and travel requirements.