Course Overview

This course aims to provide you with a functional understanding of endpoint management in CA Identity Suite. You will discover how to acquire endpoints, which will enable you to manage accounts on endpoint systems. And by using the Explore and Correlate features, you can simplify endpoint management by discovering and synchronizing changes in managed systems.

What You Will Learn

- Implement a CA Identity Manager environment to manage users, groups, and organizations through appropriate role and task assignments.
- Acquire managed endpoints, such as Active Directory, to enable account provisioning.

COURSE TYPE, LENGTH & CODE

- Web Based Training (WBT)
  Two (2) Hours
- Course Code: 04IMG20440

PREREQUISITES

- Experience with Active Directory
WHO SHOULD ATTEND
- System Administrator
- Security Administrator
- Application Administrator
- IT Security Analyst
- IT Security Auditor
- IT Architect
- Technical Support Analyst
- Partner

Course Agenda

Module 1: Implement an Environment in CA Identity Manager
- Identify the architectural components of CA Identity Manager
- Identify the components of a CA Identity Manager environment

Module 2: Manage CA Identity Manager Endpoints
- Acquire managed endpoints
- Explore and correlate an endpoint
- Describe reverse synchronization

Visit www.ca.com/education to explore the many course offerings, training options, and education solutions available to meet your skill development needs, budget, and travel requirements.