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(1 O Course Overview
\!' F‘ , ._/ CA Advanced Authentication is a flexible and scalable solution that incorporates
- -
*!;!f‘ - #;_ both risk-based authentication methods like device identification, geo-location, and
‘J user behavior profiling, as well as a wide variety of multi-factor, strong

authentication credentials. This solution will help your organization provide the

PRODUCT RELEASES appropriate authentication process for each application.

CA Advanced Authentication 8.1.3 N this course, you will identify the new features and enhancements in CA Advanced
Authentication. Discover how the new upgrade tool reduces upgrade time and
simplifies the implementation. Use the new CA Desktop OTP client to generate one-
time passwords (OTPs) that make access to your critical resources much more
secure. And examine the new server-side features that strengthen the overall
solution.

COURSE TYPE, LENGTH & CODE .
What You Will Learn
= Web Based Training (WBT)

One (1) Hour = |dentify the features of the new upgrade tool.
= Course Code: 04AAA20170 = |dentify the features of the new CA Desktop OTP client.

= |dentify the new server-side features.

PREREQUISITES

= None
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WHO SHOULD ATTEND
. Course Agenda
= System Administrator

= Security Administrator Module 1: Upgrade Tool Module 2: CA Desktop OTP Client

® Application Administrator = |dentify the features of the new = Identify the features of the new CA
® T Security Analyst upgrade tool Desktop OTP client

= |T Architect ] ]
= |dentify the new server-side features

= Technical Support Analyst

= Partner

- Visit www.ca.com/education to explore the many course offerings, training options, and education solutions
available to meet your skill development needs, budget, and travel requirements.
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